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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a new solution for KI#3: EC Traffic Routing between local part of DN and central part of DN.
1 Discussion
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]As described in the clause 5.3 of TR 23.700-49, the following aspects will be studied for KI#3:
-	How to determine and route the application traffic between the EAS in the local part of DN and the Application Server in the central part of DN for both UL and DL in case there is no direct connectivity between the local DN and central part of DN;
-	How is the 5GC aware of the application traffic is required to be processed at different locations? and by what order? including how to distinguish the UL/DL traffic traversing through the PSA;
-	How to guarantee the QoS when the traffic transmission between local and central parts of DN;
-	Whether and what information is required to be provided to make the final destination (e.g. UE, server in central part of DN) be aware of the traffic being processed by Edge Hosting Environment.
This paper is to discuss and resolve the above issues. 

2	Proposal
It is proposed to agree the following texts in clause 6 of TR 23.700-49.
               ******* start of 1st change ********
[bookmark: _Toc157687578]6	Solutions
[bookmark: _Toc22214907][bookmark: _Toc22286586][bookmark: _Toc23317647][bookmark: _Toc92987386][bookmark: _Toc157687579][bookmark: _Toc500949097]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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[bookmark: _Toc157687580]6.X	Solution #X: EC Traffic Routing between local part of DN and central part of DN
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685]6.X.1	Key Issue mapping
Editor's note: This clause lists the key issue(s) addressed by this solution.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686]The following solution corresponds to the key issue #3 on EC Traffic Routing between local part of DN and central part of DN.

6.X.2	Description
[bookmark: _Toc500949101]Editor's note: This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details.
[bookmark: _Toc92875663][bookmark: _Toc93070687]This solution is applicable for both Session Breakout Connection Model and Distributed Anchor Point Model.
As described in clause 5.3, the UL traffic is first routed over EC to Application Server(s) for local-processing, and then further forwarded to a central AS(s), and the DL traffic is first routed over central part of DN for processing, then forwarded to AS(s) in local EC for local-processing, and finally provided to the UE. To support such scenario, the following aspects are included:
-	The AF requests the order of traffic routing, which indicates if application identifier or traffic filtering information (e.g. IP 5 Tuple) is matched, then first routing the UL/DL traffic to the specific IP address (i.e. EAS IP address).
-	Based on the PCC rule or local policy, the SMF configures the UPF (i.e. UL CL/BP, PSA UPF) with traffic filters to enable traffic routing between local part of DN and central part of DN.
-  In case of session breakout connectivity model, the UL CL/BP UPF Encapsulates in the IP header with the EAS IP address and sends the packets to the EAS via local PSA.
-  In case of distributed anchor connectivity model, the central PSA reports the event to SMF (if the application identifier or IP 5 Tuple is matched and/or the PDU session tunnel can’t be mapped), then the SMF establishes the forwarding tunnels for transferring packets from central PSA to local PSA based on the event report from central PSA.
-  The EAS processes packets and sends the packets using the original destination address (e.g. UE IP, central AS IP).

6.X.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688]6.x.3.1	EC traffic Routing for UL traffic


Figure 6.x.3.1-1: EC traffic routing for UL traffic
1.	[Optional] The AF request in step 1 of figure 4.3.6.2-1 in TS 23.502 [x] is used to request the traffic routing between local part of DN and central part of DN. The AF request may include order of traffic routing (e.g. indicates the specific IP address for first routing for uplink traffic), application identifier or traffic filtering information (e.g. IP 5 Tuple), which indicates if application identifier or traffic filtering information (e.g. IP 5 Tuple) is matched, then first routing the uplink traffic to the specific IP address (i.e. EAS IP address). 
In step 5 of figure 4.3.6.2-1 of TS 23.502 [x], the PCF creates PCC rule with order of traffic routing traffic, application identifier or traffic filtering information (e.g. IP 5 Tuple).
2.	Based on local policy and/or PCC rule received from PCF in step 1, the SMF configures the UPF (i.e. UL CL/BP, PSA UPF) with traffic filters correspondingly.
2a.	(In case of session breakout connectivity model) SMF configures UL CL/BP UPF and local PSA with PDR and FAR. If the application identifier or IP 5 Tuple is matched (e.g. for UL CL case, the destination IP address or destination port number is matched with the central AS IP address or port number, and for BP case, IP prefix@central PSA is matched), the UL CL/BP UPF should forward the traffic to the EAS (i.e. using the IP address indicated in “order of traffic routing” of step 1) via local PSA. If the destination address is central AS IP address, then local PSA forwards the traffic to the UL CL/BP UPF.
2b.	(In case of distributed anchor connectivity model) SMF configures central PSA with event reporting. If the application identifier or IP 5 Tuple is matched (e.g. source address (UE IP address) is matched) and/or the PDU session tunnel can’t be mapped, then central report the event to SMF.
3.	UE sends UL traffic, and the destination is central AS IP address or IP prefix @ central PSA.
3a.	(In case of session breakout connectivity model) The UL CL/BP UPF receives the UL packets and determines to forward the traffic to the EAS via local PSA based on configured PDR and FAR. The UL CL/BP UPF encapsulates in the IP header with the EAS IP address and sends the packets to the EAS via local PSA.
3b.	(In case of distributed anchor connectivity model) The central PSA receives the UL packets and reports event to the SMF. The SMF determines the UL packets need to be forwarded to EAS firstly, and then SMF selects a UPF and establishes the BP or UL CL for the PDU Session, and indicates to establish the forwarding tunnels for transferring packets from central PSA to local PSA using the procedure described in steps 3 to 5 of figure 4.3.5.4-1 in TS 23.502 [x].  
4.	The EAS receives and processes packets. The EAS determines the original destination is central AS, and then sends the processed packets back to UL CL/BP via local PSA using the original destination address.
5.	The UL CL BP UPF sends the traffic to the central PSA based on the destination address (IP address of central AS).

6.x.3.2	EC Traffic Routing for DL traffic


Figure 6.x.3.2-1: EC traffic routing for DL traffic
1.	[Optional] The AF request in step 1 of figure 4.3.6.2-1 in TS 23.502 [x] is used to request the traffic routing between local part of DN and central part of DN. The AF request may include order of traffic routing (e.g. indicates the specific IP address for first routing for downlink traffic), application identifier or traffic filtering information (e.g. IP 5 Tuple), which indicates if application identifier or traffic filtering information (e.g. IP 5 Tuple) is matched, then first routing the downlink traffic to the specific IP address (i.e. EAS IP address). 
In step 5 of figure 4.3.6.2-1 of TS 23.502 [x], the PCF creates PCC rule with order of traffic routing traffic, application identifier or traffic filtering information (e.g. IP 5 Tuple).
2.	Based on local policy and/or PCC rule received from PCF in step 1, the SMF configures the UPF (i.e. UL CL/BP, PSA UPF) with traffic filters correspondingly.
2a.	(In case of session breakout connectivity model) SMF configures UL CL/BP UPF and local PSA with PDR and FAR. If the application identifier or IP 5 Tuple is matched (e.g. for UL CL case, the destination IP address or destination port number is matched with UE IP address or port number, and for BP case, IP prefix@local PSA is matched), the UL CL/BP UPF should forward the traffic to the EAS (i.e. using the IP address indicated in “order of traffic routing” of step 1) via local PSA. If the destination address is UE IP address, then local PSA forwards the traffic to the UL CL/BP UPF.
2b.	(In case of distributed anchor connectivity model) SMF configures central PSA with event reporting. If the application identifier or IP 5 Tuple is matched (e.g. destination address (UE IP address) is matched) and/or the PDU session tunnel can’t be mapped, then central report the event to SMF.
3.	The Central AS sends DL traffic, and the destination is UE IP address or IP prefix @ local PSA.
3a.	(In case of session breakout connectivity model) The UL CL/BP UPF receives the DL packets and determines to forward the traffic to the EAS via local PSA based on configured PDR and FAR. The UL CL/BP UPF encapsulates in the IP header with the EAS IP address and sends the packets to the EAS via local PSA.
3b.	(In case of distributed anchor connectivity model) The central PSA receives the DL packets and reports event to the SMF. The SMF determines the DL packets need to be forwarded to EAS firstly, and then SMF selects a UPF and establishes the BP or UL CL for the PDU Session, and establishes the forwarding tunnels for transferring packets from central PSA to local PSA using the procedure described in steps 3 to 5 of figure 4.3.5.4-1 in TS 23.502 [x].
4.	The EAS receives and processes packets. The EAS determines the original destination is UE IP address, and then sends the processed packets back to UL CL/BP via local PSA using the original destination address (i.e. UE IP address).
5.	The UL CL BP UPF sends the traffic to the UE based on the destination address (UE IP address).

6.X.4	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing and/or new 3GPP nodes and functional 
elements.
AF:
-  Requests the order of traffic routing and indicates if application identifier or traffic filtering information (e.g. IP 5 Tuple) is matched, then first routing the UL/DL traffic to the specific IP address (i.e. EAS IP address).
SMF:
-  SMF configures the UPF (i.e. UL CL/BP, PSA UPF) with traffic filters to enable traffic routing between local part of DN and central part of DN.
-  Determines to establish the BP or UL CL for the PDU Session, and establishes the forwarding tunnels for transferring packets from central PSA to local PSA based on the event report from central PSA.
UL CL/BP:
-  Encapsulates in the IP header with the EAS IP address and sends the packets to the EAS via local PSA.
Central PSA:
-  Reports the event to SMF, if the application identifier or IP 5 Tuple is matched (e.g. source address (UE IP address) is matched) and/or the PDU session tunnel can’t be mapped.
Local PSA:
-  Forwards the traffic to the UL CL/BP UPF based on the destination address.

                       ******* End of 1nd change ********
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